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aiphmx.com - PUTTY

Using username "dh-user”.
Pre-authentication banner message from server:
THIS SYSTEM IS RESTRICTED TO AUTHORIZED USERS FOR AUTHORIZED
USE ONLY. UNAUTHORIZED ACCESS IS STRICTLY PROHIBITED AND MAY
BE PUNISHABLE UNDER THE COMPUTER FRAUD AND ABUSE ACT OF 1956
OR OTHER APPLICABLE LAWS. IF NOT AUTHORIZED TO ACCESS THIS
SYSTEM, DISCONNECT NOW. BY CONTINUING, YOU CONSENT TO YOUR
KEYSTROKES AND DATA CONTENT BEING MONITORED. ALL PERSONS ARE
HERESY NOTIFIED TEAT TEE USE OF THIS SYSTEM CONSTITUTES
CONSENT TO MONITORING AND AUDITING.

End of banner message from server

Buthenticating with public key "rsa-key-20200327"
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Terminal Connection Settings

Use this dialog to modify the selected terminal connection settings.

ATerminal connection based on putty supports SSH (defaut TCP port 22), Telnet. Rlogin,

Raw and Serial Port connections. Some connection settings may not be available
depending on the protocol configuration.

v e [0

165482

Created: 4/3/2020 &:31:38 AM by MAPLE\S37
05:38 AM by MAPLE\S37165452

Maodified: 4/3/2

oK Cancel




image6.png
enRC - Terminal Connection ‘esal.hc418-5.caiphmx

P Using username "zoyal7s7".
FE e ————

i keyboard-interactive auchentication prompts from server:
Bl £na of xeypoara-interactive promprs from server

[Last login: Wed Apr 15 11:12:33 2020 from 10.5.15.17
2syncos 13.0.0 for Cisco CL00V build 32

felcome to the Cisco Cl00V Email Security Virtual Appliance

INOTE: This session will expire if left idle for 30 minutes. Any uncommitted configuration changes will be lost. Commit

(achine esal.nc1s-5.ca.iphmx.com)> ||




